The Software Security Assessment Instrument (SSAI) is an instrument for assessing and reducing the security risks throughout the software development and maintenance life-cycle. Vulnerabilities in operating systems and software applications render an otherwise secure environment insecure. Any operating system or application added to a secure environment that has exploitable security vulnerabilities affects the security of the whole environment. An otherwise secure system can be compromised easily if the system or application software on it, or on a linked system, has vulnerabilities. Therefore, it is critical that software on networked computer systems be free from security vulnerabilities. Security vulnerabilities in software arise from a number of development factors; but these vulnerabilities can generally be traced to poor software development practices, new modes of attacks, mis-configurations, and unsecured links between systems.

The SSAI can aid in providing a greater level of assurance that software is not exposed to vulnerabilities as a result of defective software requirements, designs, code or exposures due to code complexity and integration with other applications that are network aware. The instrument makes use of an integrated approach utilizing previously known security vulnerabilities, systematic testing at the code level, modeling and simulation techniques during requirements and design phases, as well as checklists, both before and during the deployment and distribution phases.

The SSAI is the product of joint work by JPL and the University of California at Davis (UC Davis), and is sponsored by NASA's Goddard Independent Verification and Validation (IV&V) Facility.
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